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**ВИМОГИ
до удосконалених електронних підписів та печаток, які базуються на кваліфікованих сертифікатах відкритих ключів, і надання електронних довірчих послуг, пов’язаних з їх створенням, перевіркою, підтвердженням та зберіганням**

1. Ці вимоги визначають технічні та технологічні умови, яких повинні дотримуватися кваліфіковані надавачі електронних довірчих послуг під час надання електронних довірчих послуг, пов’язаних із створенням, перевіркою, підтвердженням та зберіганням удосконалених електронних підписів та печаток, які базуються на кваліфікованих сертифікатах відкритих ключів.

2. У цих вимогах терміни вживаються у значенні, наведеному в Законі України “Про електронні довірчі послуги”.

3. Електронна довірча послуга із створення, перевірки та підтвердження удосконаленого електронного підпису чи печатки надається у сукупності з кваліфікованою електронною довірчою послугою з формування, перевірки та підтвердження чинності кваліфікованого сертифіката електронного підпису чи печатки з урахуванням таких особливостей:

кваліфікований сертифікат відкритого ключа, сформований для удосконаленого електронного підпису чи печатки, не містить відомостей про те, що особистий ключ зберігається в засобі кваліфікованого електронного підпису чи печатки;

під час перевірки удосконаленого електронного підпису чи печатки за допомогою кваліфікованого сертифіката відкритого ключа надається підтвердження того, що особистий ключ не зберігається в засобі кваліфікованого електронного підпису чи печатки.

4. Електронна довірча послуга із зберігання удосконалених електронних підписів, печаток та відповідних сертифікатів забезпечує зберігання раніше створених удосконалених електронних підписів чи печаток та сформованих для них кваліфікованих сертифікатів відкритих ключів протягом строку, визначеного законодавством у сфері архівної справи для зберігання паперових документів.

5. Відповідність удосконалених електронних підписів чи печаток у форматах XAdES, PAdES та CAdES, які базуються на кваліфікованих сертифікатах відкритих ключів, одному із стандартів, зазначених у
пунктах 1 – 3 переліку, що додається (крім розділу 9 відповідного стандарту), та стандарту, зазначеному в пункті 4 переліку, що додається (крім підписів та печаток у форматах PAdES), надає презумпцію відповідності таких підписів чи печаток вимогам до удосконалених електронних підписів чи печаток, установленим Законом України “Про електронні довірчі послуги”.

6. Програмні засоби удосконаленого електронного підпису чи печатки, що використовуються для створення, перевірки та підтвердження удосконалених електронних підписів чи печаток, які базуються на кваліфікованих сертифікатах відкритих ключів, повинні відповідати вимогам до програмних засобів кваліфікованого електронного підпису чи печатки з урахуванням цих вимог.

7. Кваліфіковані надавачі електронних довірчих послуг мають право самостійно обирати, які саме стандарти, визначені в пунктах 1 – 25, 35 – 38, 40 і 51 – 77 переліку стандартів, що застосовуються кваліфікованими надавачами електронних довірчих послуг під час надання кваліфікованих електронних довірчих послуг, який додається до вимог у сфері електронних довірчих послуг, затверджених постановою Кабінету Міністрів України від 7 листопада 2018 р. № 992 (Офіційний вісник України, 2018 р., № 98, ст. 3227), будуть ними застосовуватися під час надання електронних довірчих послуг, пов’язаних із створенням, перевіркою, підтвердженням та зберіганням удосконалених електронних підписів та печаток, які базуються на кваліфікованих сертифікатах відкритих ключів.
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