ЗАТВЕРДЖЕНО

постановою Кабінету Міністрів України

від \_\_\_\_ \_\_\_\_\_\_\_\_\_\_ 2022 р. № \_\_\_\_\_

**ЗМІНИ,**

**що вносяться до Порядку проведення процедури оцінки відповідності у сфері електронних довірчих послуг**

1. Пункт 2 викласти в такій редакції:

“2. Дія цього Порядку не поширюється на надання кваліфікованих електронних довірчих послуг у банківській системі та під час здійснення переказу коштів, а також на іноземні органи з оцінки відповідності у сфері електронних довірчих послуг, акредитовані відповідно іноземними органами з акредитації, що є підписантами багатосторонньої угоди про визнання Міжнародного форуму з акредитації та/або Європейської кооперації з акредитації (EA MLA).”.

2. У підпункті 2 пункту 3 слова “інформаційних та телекомунікаційних систем” замінити словами “інформаційних та комунікаційних систем”.

3. Пункт 6 доповнити новими абзацами такого змісту:

“Замовник процедури оцінки відповідності може пройти процедуру оцінки відповідності та отримати аудиторський звіт в іноземному органі з оцінки відповідності, акредитованому відповідно іноземними органами з акредитації, що є підписантами багатосторонньої угоди про визнання Міжнародного форуму з акредитації та/або Європейської кооперації з акредитації (EA MLA).

Аудиторський звіт іноземного органу з оцінки відповідності, викладений іноземною мовою, повинен бути перекладений на державну мову із засвідченням вірності перекладу з однієї мови на іншу або підпису перекладача в установленому законодавством порядку.”.

4. Пункти 7 – 9 викласти в такій редакції:

“7. Органи з оцінки відповідності та замовники процедури оцінки відповідності під час проведення процедури оцінки відповідності у сфері електронних довірчих послуг повинні дотримуватися положень, визначених у стандартах ДСТУ ETSI EN 319 403-1:2021 (ETSI EN 319 403-1 V2.3.1 (2020-06), IDT) “Електронні підписи та інфраструктури (ESI). Оцінювання відповідності постачальників довірчих послуг. Частина 1. Вимоги до органів оцінювання відповідності, які оцінюють постачальників довірчих послуг” та ДСТУ ETSI TS 119 403-2:2021 (ETSI TS 119 403-2 V1.2.4 (2020-11), IDT) “Електронні підписи та інфраструктури (ESI). Оцінювання відповідності постачальників довірчих послуг. Частина 2. Додаткові вимоги до органів оцінювання відповідності, що перевіряють постачальників довірчих послуг, які видають довірчі сертифікати”, затверджених наказом ДП “УкрНДЦ” від 16 грудня 2021 р. № 512 (далі – ДСТУ ETSI EN 319 403-1:2021 та ДСТУ ETSI TS 119 403-2:2021).

8. Рішення за результатами проведення процедури оцінки відповідності у сфері електронних довірчих послуг приймається органом з оцінки відповідності на основі аналізу аудиторського звіту, оформленого цим органом за результатами виконання усіх етапів процесу аудиту, визначених у стандартах ДСТУ ETSI EN 319 403-1:2021 та ДСТУ ETSI TS 119 403-2:2021.

9. Прийняття органом з оцінки відповідності рішення про видачу документа про відповідність здійснюється в строк, визначений у договорі, зазначеному в пункті 6 цього Порядку.”.

5. Доповнити Порядок після пункту 9 новими пунктами 91-93 такого змісту:

“91. Оцінка відповідності проводиться у два етапи:

перший етап ‒ передбачає проведення оцінки документації, в тому числі планування другого етапу шляхом визначення структури та об’єму кваліфікованих електронних довірчих послуг, що надаватиме об’єкт оцінки відповідності;

другий етап ‒ передбачає виїзний плановий або позаплановий захід, що здійснюється за місцезнаходженням об’єкта оцінки відповідності та передбачає підтвердження результатів попереднього аудиторського звіту та завершення аудиту перевірених послуг.

За результатами кожного з етапів складається відповідний звіт. Під час встановлення інтервалу між першим та другим етапами оцінки відповідності необхідно враховувати потреби замовника процедури оцінки відповідності для вирішення проблемних областей, виявлених під час проведення першого етапу.

Орган з оцінки відповідності повинен інформувати замовника процедури оцінки відповідності про всі висновки описані в аудиторському звіті із зазначенням їх суттєвого впливу на безпеку та/або здатність надавати кваліфіковані електронні довірчі послуги.

92. У разі якщо замовник процедури оцінки відповідності виявив намір у продовженні процедури оцінки відповідності він має надати органу з оцінки відповідності план корекційних дій для усунення виявлених невідповідностей.

Орган з оцінки відповідності повинен оцінити корекційні дії та часові витрати на них, а також поінформувати замовника процедури оцінки відповідності про додаткові завдання оцінки відповідності, необхідні для підтвердження того, що невідповідності були виправлені.

93. Корекційні дії при незначній невідповідності, тобто невиконанні вимог, які не мають істотного впливу на безпеку та здатність кваліфікованого надавача електронних довірчих послуг надавати кваліфіковані електронні довірчі послуги повинні бути розглянуті протягом:

3 місяців після інформування замовника процедури оцінки відповідності про невідповідність аудиторського звіту;

6 місяців після інформування замовника процедури оцінки відповідності про невідповідність аудиторського звіту у разі документального підтвердження органу з оцінки відповідності, що корекційні дії потребують більш довгого періоду часу у зв’язку з їх складністю.”.

6. У пункті 10:

підпункт 2 викласти в такій редакції:

“2) про невідповідність об’єкта оцінки відповідності [вимогам у сфері електронних довірчих послуг](https://zakon.rada.gov.ua/laws/show/992-2018-%D0%BF#n13).”;

підпункт 3 виключити.

7. Пункти 12 – 14 виключити.

8. Доповнити Порядок після пункту 17 новим пунктом 171 такого змісту:

“171. Орган з оцінки відповідності має визначити програму періодичного нагляду і повторної оцінки відповідності у сфері електронних довірчих послуг, яка включатиме виїзний захід для підтвердження того, що кваліфіковані надавачі електронних довірчих послуг і послуги, що ними надаються, продовжують відповідати вимогам у сфері електронних довірчих послуг.”.

9. Пункт 18 викласти в такій редакції:

“18. Процедура повторної (позапланової) оцінки відповідності у сфері електронних довірчих послуг проводиться у разі наявності обставин, визначених у стандартах ДСТУ ETSI EN 319 403-1:2021 та ДСТУ ETSI TS 119 403-2:2021.”

10. У тексті Порядку слова “інформаційно-телекомунікаційна система” у всіх відмінках та числах замінити словами “інформаційно-комунікаційна система” у відповідному відмінку та числі.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_