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**ПОРЯДОК**

**оцінки відповідності засобів електронної ідентифікації, які затверджуються в схемах електронної ідентифікації для їх використання у сфері електронного урядування**

1. Цей Порядок визначає механізм оцінки відповідності засобів електронної ідентифікації, які затверджуються в схемах електронної ідентифікації для їх використання у сфері електронного урядування.

2. У цьому Порядку терміни вживаються у такому значенні:

електронне урядування ‒ форма організації державного управління, яка сприяє підвищенню ефективності, відкритості та прозорості діяльності органів влади та органів місцевого самоврядування з використанням інформаційно-комунікаційних систем за допомогою яких надаються електронні публічні послуги, електронні сервіси, здійснюється відправлення і отримання електронних даних, зокрема для отримання електронних відображень інформації, що міститься у документах;

орган з оцінки відповідності засобів електронної ідентифікації для схем електронної ідентифікації (далі – орган з оцінки відповідності) ‒ підприємство, установа, організація чи їх підрозділи, які провадять діяльність з оцінки відповідності, акредитований відповідно до законодавства у сфері акредитації або призначений відповідно до законодавства про технічні регламенти та оцінку відповідності, а також іноземний орган з оцінки відповідності, акредитований відповідно іноземними органами з акредитації, що є підписантами багатосторонньої угоди про визнання Міжнародного форуму з акредитації та/або Європейської кооперації з акредитації (EA MLA).

Інші терміни, що використовуються в цьому Порядку, вживаються у значенні, наведеному в Законах України «Про електронні довірчі послуги», «Про захист інформації в інформаційно-комунікаційних системах» та прийнятих відповідно до них нормативно-правових актах.

3. Засоби електронної ідентифікації, які затверджуються в схемах електронної ідентифікації для їх використання у сфері електронного урядування, повинні відповідати вимогам до засобів електронної ідентифікації, рівнів довіри до засобів електронної ідентифікації для їх використання у сфері електронного урядування, затвердженим відповідно до статті 10 Закону України «Про електронні довірчі послуги» (далі – Вимоги).

4. З метою затвердження схем електронної ідентифікації для їх застосування у сфері електронного урядування постачальники послуг з електронної ідентифікації:

здійснюють самооцінку засобів електронної ідентифікації, у тому числі удосконалених електронних підписів та печаток, які плануються до застосування в схемах електронної ідентифікації із середнім рівнем довіри та кваліфікованих електронних підписів та печаток, які плануються до застосування в схемах електронної ідентифікації з високим рівнем довіри, для їх використання у сфері електронного урядування, на відповідність Вимогам, за результатами чого формують відомості про засоби електронної ідентифікації, які затверджуються в схемах електронної ідентифікації для їх використання у сфері електронного урядування (далі – Відомості) за формами, визначеними у додатку до цього Порядку;

проходять процедуру оцінки відповідності засобів електронної ідентифікації, крім кваліфікованих електронних підписів та печаток, які плануються до застосування в схемах електронної ідентифікації з високим рівнем довіри, на відповідність Вимогам в органі з оцінки відповідності, за результатами чого отримують аудиторський звіт.

подають Відомості та аудиторський звіт (крім кваліфікованих електронних підписів та печаток, як засобів електронної ідентифікації, які плануються до застосування в схемах електронної ідентифікації з високим рівнем довіри), інформаційно-довідкові матеріали, зокрема експертні висновки, регламенти роботи, атестати відповідності, сертифікати, листи, які підтверджують ці відомості (далі ‒ інформаційно-довідкові матеріали, що підтверджують достовірність Відомостей), до Мінцифри для прийняття рішення.

5. Процедура оцінки відповідності засобів електронної ідентифікації, які плануються до застосування в схемах електронної ідентифікації з високим чи середнім рівнем довіри, крім удосконалених електронних підписів та печаток, використання яких забезпечують середній рівень довіри, та кваліфікованих електронних підписів та печаток, використання яких забезпечують високий рівень довіри до схем електронної ідентифікації, на відповідність Вимогам проводиться на добровільних засадах за рахунок постачальника послуг з електронної ідентифікації.

Вартість робіт з проведення процедури оцінки відповідності Вимогам визначається на договірних засадах.

6. Для проходження процедури оцінки відповідності засобів електронної ідентифікації постачальник послуг з електронної ідентифікації самостійно обирає орган з оцінки відповідності, укладає з ним відповідний договір та надає йому Відомості та інформаційно-довідкові матеріали, що підтверджують достовірність Відомостей.

Орган з оцінки відповідності під час проведення процедури оцінки відповідності засобів електронної ідентифікації повинен дотримуватися положень, визначених у стандарті ДСТУ EN ISO/IEC 17065:2019 «Оцінка відповідності. Вимоги до органів з сертифікації продукції, процесів та послуг» (EN ISO/IEC 17065:2012, IDT; ISO/IEC 17065:2012, IDT).

Орган з оцінки відповідності перевіряє виконання Вимог, у тому числі обов’язкових елементів технічних специфікацій та процедур організаційних, методологічних, технічних та технологічних умов використання засобів електронної ідентифікації залежно від рівнів довіри до засобів електронної ідентифікації за методикою, що визначається центральним органом виконавчої влади, що формує та реалізує державну політику у сферах електронних довірчих послуг та електронної ідентифікації (далі ‒ Методика).

За результатами проведення перевірки відповідності засобів електронної ідентифікації Вимогам орган з оцінки відповідності видає постачальнику послуг з електронної ідентифікації аудиторський звіт.

Постачальник послуг з електронної ідентифікації подає відомості про засоби електронної ідентифікації, інформаційно-довідкові матеріали, що підтверджують достовірність Відомостей, та аудиторський звіт до Мінцифри.

7. Відомості про засоби електронної ідентифікації, які мають низький рівень довіри, а також про удосконалені електронні підписи та печатки, використання яких забезпечують середній рівень довіри, та про кваліфіковані електронні підписи та печатки, використання яких забезпечують високий рівень довіри до схем електронної ідентифікації, та інформаційно-довідкові матеріали, що підтверджують достовірність Відомостей, розглядаються Мінцифри із застосуванням декларативного (реєстраційного, заявницького) принципу, що є достатнім для прийняття рішення про затвердження схем електронної ідентифікації Кабінетом Міністрів України.

8. Мінцифри за результатами розгляду Відомостей, інформаційно-довідкових матеріалів, що підтверджують достовірність Відомостей, аудиторського звіту (крім кваліфікованих електронних підписів та печаток, як засобів електронної ідентифікації, які плануються до застосування в схемах електронної ідентифікації з високим рівнем довіри) приймає остаточне рішення про відповідність засобів електронної ідентифікації Вимогам.

Якщо засоби електронної ідентифікації не відповідають Вимогам, Мінцифри надає обґрунтовану відповідь постачальнику послуг з електронної ідентифікації про неможливість затвердження схеми електронної ідентифікації.
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