**Директорат з розвитку кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки**

***(Положення про Директорат, затверджено наказом від 26.07.2022 р. № 165/К)***

До складу директорату входять:

* експертна група з питань кіберзахисту інформаційної інфраструктури;
* експертна група з питань цифрових технологій безпеки.

# Директор директорату:

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

# Основні завдання

* Формування державної політики, розроблення документів державної політики та проектів актів законодавства, що забезпечують розвиток, модернізацію та ефективне функціонування державної політики у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки.
  + Надання пропозицій з питань формування державної політики у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки.
  + Координація державної політики у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки.
  + Оцінювання результатів реалізації державної політики у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки, розроблення пропозицій щодо їх впровадження або коригування.
  + Забезпечення фінансово-економічних розрахунків ресурсів, необхідних для формування та реалізації державної політики у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки.

# Функції

* + Здійснює моніторинг та аналіз стану справ у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки, включаючи політичні, правові, фінансові, організаційні та інші аспекти, аналізує існуючі та виявляє нові проблеми на основі дослідження статистичних даних, звернень органів державної влади та органів місцевого самоврядування, звернень громадян, інших джерел інформації.
* Розробляє пропозиції щодо формування та реалізації державної політики за результатами проведеного аналізу стану справ у сфері розвитку та модернізації кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки та телекомунікацій, узгодження інтересів, цілей та шляхів розв’язання існуючих проблем, готує відповідні проекти документів державної політики, аналітичні, інформаційні, довідкові та інші матеріали та подає їх на розгляд керівництву міністерства.
* Координує адміністрування, функціонування та способи використання кіберзахисту інформаційної інфраструктури і цифрових технологій безпеки.
* Розробляє пропозиції щодо визначення порядку функціонування офіційних веб-сайтів органів виконавчої влади, державних інформаційно-аналітичних систем, державних інформаційних ресурсів, електронних реєстрів та баз даних.
* Забезпечує впровадження сучасних принципів, методів, підходів та механізмів публічного управління в сфері кібербезпеки та цифрових технологіях безпеки.
* Здійснює координацію співробітництва з питань кібербезпеки з органами інших держав, міжнародними, міжурядовими організаціями відповідно до компетенції та законодавства і міжнародних договорів України.
* Координує розроблення протоколів та регламентів взаємодії, карт технологічних процесів, регламентів робіт, планів реагування на кіберінциденти, планів відновлення та інших документів, що регламентують взаємодію між силами кіберзахисту.